
Vulnerability Reports
Common Vulnerabilities and Exposures (CVE) is a list of common identifiers for publicly known cyber security vulnerabilities. A dependency checker is 
used on a daily base for all third party libraries present in our products. 

This check results in a list of vulnerabilities. Either a vulnerability is valid and will be fixed as soon as possibe or it is a so called "false positive". Due to the 
way dependency checking works false positives may occur (i.e. a CPE was identified that is incorrect). For each false positive a description is added and 
comment why we think this is a false positive. 

When a vulnerability is valid and a solution is provided we strive to fix this in the next patch. Only after the patch is released we disclose information 
regarding this vulnerability for each individual component in the list below.

 

Login

To view CVE reports a login is required. If no sub-pages are shown, please login through the login button on the top right of the screen.
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